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Impacts 
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)
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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
Not applicable
2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	810029
	Study on management of communication services
	Preceding SI  

	810030
	Study on Self-Organizing Networks (SON) for 5G
	SI

	
	
	


3
Justification

Closed loop assurance helps an operator to continuously deliver the expected level of communication service quality, by automatically reconfiguring the mobile network resources when a performance degradation impacts the communication service SLS (Service Level Specification).  Management data analytics is an enabler of closed loop assurance of communication service. 

Analytics, including AI (Artificial Intelligence) and ML (Machine Learning), is a wide technology area including statistical methods, deep learning to cognitive reasoning. These technologies allow processing and analysis of large amounts of data to be used in one or more control loops spanning the mobile network to improve for example the end-user experience and to assure that the end-user experience is optimized based on the SLS agreed between the service provider and the customer.

Analytics in MDAF (Management Data Analytics Function) provides possibilities for a wide range of MDAF functional scopes, including optional support services to an actual recommendation engine including management procedure business logic. While NG-RAN and 5GC (with their respective domain management) utilize closed loop mechanism to control the quality of the service they provide, the end-to-end quality and end-user experience of the connection from the UE to the Application can only be assured by a control loop that span  UE, NG-RAN, TN (through TN domain manager) and 5GC.
The study management of communication services TR 28.805 has identified a number of use cases and requirements for management of SLS Assurance. The use cases can be addressed with Management Data Analytics. There is a choice whether there should be one MDAF only or several MDAFs for individual management contexts, such as per domain. In case of one MDAF only, questions like complexity and impact on possibilities for deployment flexibility arise.

An MDAF provides management services to interested consumers which may be internal the management system, providing management services to other management functions or external the management system exposing to a communication service consumer. 
4
Objective

The objective of this work item is to specify a closed loop assurance solution that helps an operator to continuously deliver the expected level of communication service quality. The closed loop assurance solution  allows an operator to create a closed loop management service that automatically adjusts, optimizes the NG-RAN and 5GC configuration based on the various performance management and QoE inputs, and the state of the 5G network, using data analytics techniques such as ML and AI. To be able to deploy SLS assurance solutions a number of areas need to be addressed:
- 
key management control loops in SLS assurance, key entities in the loops and the relationship between the loops. 
-
describe important data and enable efficient data collection [for SLS assurance] from NG-RAN and 5GC (includes NWDAF information) to consumers in OAM, e.g. performance management and configuration data

-
describe management of the management functions involved in SLS assurance loops, including configuration of analytic functions, e.g. setting thresholds for prediction accuracy.

-
placement and role of management analytics functions (MDAF(s)) in the OAM framework.

-
definition of life cycle phases of ML models to allow lifecycle management of ML models

-
information exchange inside the management system. 

-
exposure of analytics services to CSC.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS
	28.XXX 
	Management Services for Communication Service Assurance; Requirements 
	SA#86 (Dec-2019)
	SA#87 (Mar 2020)
	

	TS
	28.XXX 
	Management Services for Communication Service Assurance; Stage 2 and stage 3
	SA#86 (Dec-2019)
	SA#87 (Mar 2020)
	


	Impacted existing TS/TR 

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	28.533
	High level architecture description to include the SLS assurance loops
	SA#87 (Mar 2020)
	

	28.540
	Add SLS Assurance use case information 
	SA#87 (Mar 2020)
	

	28.541
	Update NRM to add new modelling information
	SA#87 (Mar 2020)
	

	28.530
	Add SLS Assurance use case information
	SA#87 (Mar 2020)
	

	28.531
	Update provisioning specification to include operations and attributes  
	SA#87 (Mar 2020)
	

	28.545
	Add SLS Assurance use case information
	SA#87 (Mar 2020)
	

	28.546
	Update alarm specification to include updated alarm information 
	SA#87 (Mar 2020)
	

	28.550
	Add SLS Assurance use case information
	SA#87 (Mar 2020)
	

	28.552
	Update performance measurement specification to include new measurements (# of UEs)
	SA#87 (Mar 2020)
	

	28.553
	Update KPI specification to include new KPI’s (# of UEs)
	SA#87 (Mar 2020)
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Work item Rapporteur(s)
Groenendijk, Jan, Ericsson, jan.groenendijk@ericsson.com

.
7
Work item leadership

SA5
8
Aspects that involve other WGs
Measurements, potential actions, policy configuration and intent to 5GC and RAN. 
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Supporting Individual Members
	Supporting IM name

	Ericsson
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	Cisco

	

	

	


